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Any Doubt, Don’t Risk It.  

The best way to prevent phishing is to 

consistently reject any unknown email that asks 

you to provide confidential data.  

 

Trusted Websites. 

Do not click on unknown links attached in an 

email, as it might direct you to a fraudulent 

website. Type in the URL directly into your                               

browser or use bookmarks for trusted sites. 

 

Regularly Check Your Accounts.  

It never hurts to check your bank accounts periodically to be aware of any 

irregularities in your online transactions.  

 

Protect Your Computer.   

Always ensure your firewall and anti-virus 

software is up to date. 

 

Communication of Personal Information. 

Only share personal information over the phone if 

you initiate the call or over secure websites.  

         

AVOID GETTING “PHISHED’ 


