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WHAT IS RANSOMWARE?

Ransomware is a form of malware used specifically to target data on any
machine. That data is stolen, encrypted, and held hostage while the user is
forced to pay a ransom for the decryption key.

Ooops, your files have been encrypted!

\What Happened to My Computer? f

Y our important files are encrypted

Many of your documents, photos, videos, databases and other files are no longer
accessible because they have been encrypted. Maybe you are busy looking for a
way to recover your files, but do not waste your time. Nobody can recover your
files without our decryption service.
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Sure. We guarantee that you can recover all your files safely and easily. (But you _|
have not so enough time.)

You can try to decrypt some of your files for free. Try now by clicking <Decrypt>.

If you want to decrypt all your files, you need to pay.

Payment will be raised on

Your files will be lost on

5/19/2017 16:25:02 You only have 3 days to submit the payment. After that the price will be doubled!
SEN Also, if you don't pay in 7 days, you wont be abie to recover your files forever.
e
How Do | Pay?

% = Send $300 worth of bitcoin to this address:
bitcoin _ L
P eazainlt 314  152GqZCTcys6eCjDKE3DypCjXi6QWRVEV1

According to Newsweek magazine, Ransomware attacks have risen 250% in
2017. And not just PCs and Macs— mobile devices are now a prime target for
ransomware attacks. More than 4,000 ransomware attacks have occurred
every day since the beginning of 2016. Phishing email attachments have
become the #1 delivery vehicle for ransomware.

Avoid being a target by regularly scanning for viruses and do not install
unknown applications or files. Keeping regular backups of your machine’s data
will remove the need to pay a ransom in the event you become a target.
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